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Information on the collection of personal data of the data subject 
(Art. 13 DSGVO) for the case <Participation in the Training Course 
UNILEAD 2025>  
 

1. Details of the controller 
1.1. Name and contact details of the controller  
Carl von Ossietzky University of Oldenburg  
Ammerlaender Heerstr. 114-118 
D-26129 Oldenburg 
Germany 
Tel.: 0049 (4)41-798-0 
 
1.2. Contact person / process owner  
Christine Vajna – unilead@uni-oldenburg.de 
 
1.3. Contact details of the data protection officer 
Carl von Ossietzky Universität Oldenburg 
Der Datenschutzbeauftragte 
Ammerlaender Heerstr. 114-118  
D-26129 Oldenburg 
Germany 
Tel.: 0049 (09)441-798-4196 
E-Mail: dsuni@uol.de 
https://www.uni-oldenburg.de/datenschutz/ 
 

2. Data processing 
2.1. Period for which the personal data will be stored 
A storing of personal data of alumni of UNILEAD 2025 will be maintained until further 
notice by the University of Oldenburg and by the DAAD. 
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2.2. Purposes of the processing for which the personal data are intended  
- Application for participation in UNILEAD 2025 
- Inclusion to the alumni database for further information on other DIES trainings 

or planned events on higher education management 
 
2.3. Legal basis for the processing 
consent according Art. 6 Abs. 1 lit. a.  
 
2.4. Provision of data 
The provision of personal data is neither a statutory nor contractual requirement, nor 
a requirement necessary to enter into a contract, and the data subject is not obliged 
to provide the personal data. 
 
2.5. Consequences of failure to provide data 
The failure of providing data results in not being able to apply for and participate in 
UNILEAD 2025. 
 
2.6. Existence of automated decision-making, including profiling 
Automated decision-making, including profiling, does not take place. 
 

3. Transfer and involvements of other countries 
3.1. Recipients or categories of recipients of the personal data 

- University of Oldenburg and institutions involved in UNILEAD 2025 
- DAAD 
- In case of being accepted: hotels, museums etc. 
- Federal ministries 
- Partner organisations involved in the funding programme and partners of 

externally funded scholarship programmes 
- universities in whose area of responsibility scholars and lecturers are funded 
- processors: External service providers we appoint to provide services, for 

example in the areas of technical infrastructure or contract-relevant content. 
We carefully select and regularly review these processors to ensure your 
privacy is protected. The service providers may use the data only for the 
purposes specified by us. 

 
3.2. Transfer of personal data to a third country1/international organisation  
The bodies and organisations dealing with your application in the selection procedure, 
participation and named under item 4 may be based outside the European Union or in 
another country which is a signatory to the Agreement on the European Economic Area 
(so-called third countries).  

 
1 A third country is any country outside the European Union.  
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In this respect, we cannot rule out the possibility that personal data is transferred to 
bodies based in third countries that do not guarantee an adequate level of data 
protection. Therefore, it might occur that a specific use of personal data may not be 
controlled in whole or in part by DAAD in order to adequately protect personal data. In 
this respect, DAAD shall ensure that such transmissions occur only to the extent 
necessary for the individual case and for the purposes stated under item 2 and that 
due consideration is given to the legitimate interests of the persons insofar as this is 
within the sphere of influence of DAAD. 
If data is otherwise transferred to external service providers whose registered office or 
place of data processing is not located in a member state of the European Union or in 
another country which is a signatory to the Agreement on the European Economic 
Area, we shall ensure before the disclosure (of the data) that, apart from legally 
permissible exceptions, the recipient either has an adequate level of data protection 
(e.g. through an adequacy decision by the European Commission) or protection is 
provided through appropriate guarantees such as self-certification of the recipient for 
the EU-US Privacy Shield or the stipulation of the so-called EU Standard Contractual 
Clauses with the recipient. We can provide you with a copy of specifically agreed rules 
to ensure the appropriate level of data protection. For this purpose, please use our 
contact details specified under 1. 
 

4. Rights of the data subject  
As a data subject, the following rights apply to you: 

- Right of access by the data subject (Art. 15 GDPR) 
- Right to rectification (Art. 16 GDPR) 
- Right to erasure (Art. 17 GDPR) 
- Right to restriction of processing (Art. 18 GDPR) 
- Right to object (Art. 21 GDPR) 
- Right to data portability (Art. 20 GDPR) 
- You have the right to withdraw your consent at any time. The withdrawal of 

consent shall not affect the lawfulness of processing based on consent before 
its withdrawal. (Art. 7 para. 3 GDPR) 

- If you think that the processing of your personal data is not in line with the data 
protection legislation, please contact the data protection officer (s. Ziff. 1.3.). 
Furthermore, you have the right to file a complaint with the responsible 
supervisory authority. The responsible supervisory authority is 

 
Die Landesbeauftragte für den Datenschutz Niedersachsen 
Prinzenstraße 5 
30159 Hannover 
Telephone: 0049 (0)511 120-4500 
Telefax: 0049 (0)511 120-4599 
 
Email: poststelle@lfd.niedersachsen.de 


